
 
 

                                                

 
QUESTIONNAIRE ON TRAVEL DOCUMENT HANDLING AND ISSUANCE SYSTEMS 

 
For IOM-RCM Survey∗

(Revised version January 2005) 
 

 
 
TRAVEL DOCUMENTS HANDLING AND ISSUANCE QUESTIONNAIRE 
 
1. Blank Book Control 

1.1. To what extent are security materials used in book construction? 

a. Biographical data page: 

b. Endleaves: 

c. Pages of travel document: 

d. Other: 

The books are manufactured by De La Rue and Company of the United Kingdom and security 

materials are used at all facets of construction. The bio-data page incorporates ultra-violet 

security image and threads and is covered with a heat sealed laminate that bears a security strip. 

The laminate is also embossed. Ultra-violet images are also included on the covers and on the 

pages. The pages also bear watermarks. 

 

1.2. Are blank documents individually numbered and records kept? 

Blank books are sequentially numbered and shipped in boxes of a hundred. Logs are kept of 

those received from the manufacturer and those issued for use. 

 

1.3. What daily accounting procedures are used? 

1.4 What spoilage accountability procedures are used? 
A machine readable issuance system was installed in February, 2005. Built into that system are 
audit mechanisms that track the usage of blank books and generate reports that detail those 
successfully printed and those spoilt giving reasons for their spoilage. Logs are kept of what 

 
∗ This instrument was prepared by ICAO Working Group Members, 2004. 
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series of blank books are issued to the system’s operators and these are cross-referenced with 
what is on the issuance system. 
 
 

2. Passport Application and Adjudication Process 

2.1. What are the primary documents of citizenship evidence? 

Primary documents of citizenship evidence are Belize birth certificates, voter registration and 

social security cards, and Belize naturalization certificates. 

 

2.2. Are employees trained to spot fraud1 indicators? 

Yes, employees are trained to spot fraudulent documents. The relevant issuing agencies of the 

varying documents provide information on their procedures and on employed security features. 

 

2.3. Is one employee able to perform all the tasks needed to produce a passport or there is a 

division of tasks? 

2.4. Are tasks rotated among staff? 

2.4.1 If affirmative, what key tasks are rotated and how frequently? 

2.5. Is there a tracking system in place, allowing determination of how were the employees 

involved in each segment of the process? 

There is a division of tasks but employees are trained in all facets of the issuance system hence, 

in theory, one employee would be able to perform all the tasks necessary to produce a passport 

but this is not practiced. Currently, tasks are not rotated as the system is still relatively new and 

the number of staff is not conducive to a rotation. There is, however, the intent for rotation in the 

future. Also, the previously mentioned auditing mechanism of the issuance system tracks and 

logs all employee activity indicating involvement in the various segments of the process. 

 

3. Identity Verification and Name Check Process 

 
1 Fraud would be understood as any attempt to assume a false identity, or conceal an actual identity or elements of 
one’s background, by providing false or mis-leading  information or documentation.  
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3.1. How many and what documents are required (i.e. photos, proof of citizenship, birth 

certificates, driver’s license, etc.)? (list them)  

Along with the completed application form, which must be endorsed by a recommender, the 

following must also be submitted; 

A) For first time applicants: (1) birth or naturalization certificate and (2) photo ID in the 

form of voter registration or social security card; 

B) For those renewing a passport: (1) the filled or expired passport; 

C) For those renewing a passport which is unavailable (lost, stolen, or destroyed): As at (A) 

above along with: (1) a statutory declaration written by the applicant attesting to the 

unavailability of the passport and (2) a report from the Police that the unavailability of the 

passport has been reported to authorities. 

 

3.2. What identity verification procedures are employed? (ex. data base cross-matching, police 

verification of background, etc..) 

3.2.1 To what extent are attestations of identity used? 

No identity verification procedures are currently employed. There is, however, intent to cross 

reference with the civil registry, social security, and elections commission. 

 

3.3. Are acceptance agents used and what is their training and certification? 

Acceptance agents are not allowed. The passport enrollment procedures are such that applicants 

are photographed and fingerprinted through the issuance system and as such they must present 

themselves to a Passport Office. 

 

3.4. Are names run against data bases of people ineligible for a passport? 
 

3.4.1 If affirmative, are they in internal or external? 
Currently, no but it is anticipated that once the cross-reference links are established then such a 
database would be generated. 
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4. Replacement of Lost and Stolen Passports 

4.1. Is the public required to report lost and stolen passports immediately? 

By law, members of the public are required to make such a report within seven days after noting 

the passport missing. 

 

4.2. Are lost and stolen passports declared invalid and entered into an electronic database 

available at border crossings? 

Lost and stolen books are declared invalid but these records are not so readily available as there 

are no databases at border locations. 

 

4.3. Are lost and stolen passports reported to Interpol? 

Not currently. 

 

4.4. Is the process of issuance of a replacement for a lost or stolen passport different from the 

process for normal passport issuance, and in what way (i.e. higher fees, longer waiting periods, 

etc.)? 

Yes, in the documentary requirements as is noted at 3.1 and with an eighteen percent increase in 

price and a longer waiting period for processing to allow for information on invalidation to be 

disseminated. 

 

5. Printers 

5.1. Do printers require a "two-person" rule for operation? 

5.2. Is printer log-on use monitored and retained? 

Printers do not require a two person rule for operation as only those persons so authorized have 

access to that functionality of the issuance system. As with all facets of the system, instances of 

printer use are logged and recorded. 
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5.3. Are security materials kept in controlled access? 

All materials relating to passports production are kept in control access. 

 

6. Physical Security of the Passport Issuing Facility 

6.1. Is access controlled and are records of movement kept? 

Access is controlled however no records of movement are kept. 

 

6.2. Are security personnel present at all times and visible? 
Security personnel are only present during night time hours. 
 
6.3. Is there surveillance and intrusion detection equipment installed? 
No surveillance or intrusion detection equipment is installed. 
 
6.4. Is there a separate room for interrogation purposes in case that violation of internal security 
is detected?  
No.
    

7. Personnel Standards
 
7.1. What level of background check is performed on potential employees, and how regularly are 
they performed? 

a. Operational staff: 
b. Supervisory staff: 
c. Managerial staff: 

A criminal history background check is conducted on all employees on entrance into service 
with the office. 
 
7.2. What anti-fraud training is provided, and how often is it repeated? 

a. Operational staff: 
b. Supervisory staff: 
c. Managerial staff: 

Training on fraud detection techniques are conducted annually. 
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8. Internal Controls, Audit and Investigations 

8.1. What internal controls procedures are in place? 

The issuance system and the manual logs of blank books are audited quarterly. With the 

exception of supervisors, employees, as mentioned previously, only have access to the area of 

the system relating to the duties they are assigned, i.e., data capture, printing, and quality 

assurance. Instances of fraud, once detected, are rigorously investigated internally for procedure 

violation and evidence of unlawful activity which, if noted, then initiates a criminal 

investigation. 

 

8.2. Are internal control standards a part of the performance rating? 

Yes insofar as they follow established procedure. 

 

8.3. How severely are employees punished if fraud is detected?  Is there a criminal code 

addressing specifically this area of fraud? 

Employees are punished to full extent of the statutes governing their conduct. Administrative and 

procedural misconduct would be governed by the code that establishes performance guidelines 

and behavior of government workers while criminal misconduct would be subjected to the laws 

relating to fraud. 

 

 

9. Senior Level Support for Issuance Process Procedures 

9.1. What managerial steps specifically enhance the security of document issuance? 

Management enhances the security of document issuance by ensuring that the staff is properly 

trained in the execution of their duties. Recruitment is critical to this process as employees must 

possess the right balance of aptitude and clean background. Management also undertakes the 

auditing of the issuance procedures not only with a forensic view but also to review the processes 

for updating and improvement. Keeping updated on the latest developments in document 

issuance technology and security processes is also a critical role of management. 
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9.2. How much budget is allocated for document and issuance security matters? 

The Passport Office falls under the Immigration and Nationality Department. On the average, 

fifteen percent (18%) of the department’s total budget is allocated for document issuance and its 

related issues.  

 

9.3. Are fees in line with issuance and production costs for a high quality document? 

No, but the issuance system, on installation has been subsidized with supplies for seventy-five 

thousand passports. 


